
Załącznik nr 3
to the Regulations on the operation, financing and dissolution of
university student organisations (...)
ORGANISATION/ASSOCIATION* MEMBER STATEMENT
on personal data protection
FILL OUT IN CAPITAL LETTERS
Organisation's/association's* name:  
…………………………………………………………………………………………………..  
Organisation's/association's* number in the Association Registry/University Student             Organisation Registry*:..……………
First and last name ….....…………………………………….……………………………………..
Major ………………………………………………………………………………
Student register No ……………………… phone ……………...………………………………………..
umed.wroc.pl domain e-mail address …………………………………………………..
I, the undersigned, declare that:
1. I consent to the processing of data by the Controller, i.e. the Wroclaw Medical University, for the purposes related to the activities of Organisations and Associations at the Wroclaw Medical University.

2. I hereby consent to the processing of my personal data by the Controller - Wroclaw Medical University, for the purposes of presenting the offer of services of the Controller (own service marketing), including the use of telecommunications terminal equipment and sending information via email to the email address provided by me or to the telephone number provided by me. 
3. I hereby declare that I have read the information clause concerning the activities of Organisations and Associations at the Wroclaw Medical University
 with regard to the protection and processing of my personal data.
4. I hereby declare that I acknowledge that the buildings and the area of Wroclaw Medical University
 are subject to video surveillance in order to ensure safety and protection of the property.
 ……………………………………..                                                                                          ………………………………………
           date                                                                                                                       signature of the person submitting the statement
*delete as appropriate 
INFORMATION CLAUSE
FOR MEMBERS OF 
ORGANISATIONS AND ASSOCIATIONS OPERATING AT THE WROCLAW MEDICAL UNIVERSITY
Pursuant to article 13 of the Regulation of the European Parliament and of the Council (EU) 2016/679 of 27 April 2016 on the protection of natural persons with regard to the processing of personal data and on the free movement of such data, and repealing Directive 95/46/EC (General Data Protection Regulation – GDPR) , we inform that:
1. The Controller of your data is Wroclaw Medical University with its registered office at Wybrzeże Pasteura 1, 50-367 Wrocław, hereinafter referred to as the "Controller", represented by the Rector.
2. The Controller has appointed a Data Protection Officer whom you can contact at the following email address: iod@umed.wroc.pl in relation to all issues associated with the processing of personal data. 
3. Your personal data will be processed for the following purposes:
a) supporting the activities of student organisations and associations operating at the Wroclaw Medical University, 
b) implementation of information, archiving, statistical and reporting obligations of the Controller, as provided by the provisions of generally applicable law and internal acts of the Controller, 
c) marketing of services provided by the Controller – if applicable,
d) ensuring the safety of persons and property through the use of video surveillance system;
4. The legal basis for the processing of your personal data is:
a) Art. 6 sec. 1 point (a) of the GDPR, i.e. Your consent
b) Art. 6 sec. 1 point (c) of the GDPR, i.e. the provisions of the Law on Higher Education and other provisions applicable to the Controller.
5. Personal data shall only be processed insofar as such processing is necessary to achieve the objectives referred to in item 3, including those resulting from the documents and letters submitted by you.
6. The Controller may entrust the processing of your personal data on behalf of the Controller to another entity by a written agreement.
7. The Controller does not make your personal data available to any recipients, except for cases 
where such obligation results from generally applicable laws.
8. The Controller will store your personal data until the student organisations and associations cease their activity, and then for the period required by the provisions regarding reporting, archiving, financial statements and tax regulations. 
9. You are entitled to withdraw your consent to the processing of personal data at any time. The withdrawal of the consent shall be without prejudice to the lawfulness of processing of your personal data prior to such withdrawal. 
10. You have the right to access your personal data, correct and delete such data and limit its processing as well as object to the processing. 
11. You have the right to file a complaint to a supervisory authority – the President of the Personal Data Protection Office – in case of suspicion that the processing of personal data by the Controller is conducted in violation of law.
12. Providing your personal data is voluntary, however, failure to provide it will make it impossible to support the activities of the student organisations and associations that you belong to. 
13. The Controller does not use automated decision-making including the "profiling" of data referred to in Art. 4 point 4) of the GDPR, which is a form of automated processing of personal data consisting in using personal data to evaluate certain personal aspects of an individual.

